Data Protection Information
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1 Scope of This Data Protection Information

This Data Protection Information applies for the processing of personal data in connection with the Annual Shareholders’ Meeting of Continental AG.

“Personal data” is any information about an identified or identifiable natural person. You are identifiable as a person if you can be identified directly (e.g. by your name) or indirectly (e.g. by a pseudonym email address) using this information.

“Processing” means any operation or sequence of operations performed upon personal data, whether or not by automated means.

1.1 Data Categories

Master data
Name, title, address

Contact details
E-mail addresses, phone numbers, messenger services

Shareholder-related data
Number of shares held by the data subject concerned on the record date, information on proxies and instructions issued, name of custodian bank, admission ticket number

Content data
Speeches, requests for information, motions, nominations, statements, livestream videos of speeches, invitation of speaker by the meeting chair, votes, elections, resolutions

Contract data
Access authorization areas
Connection data
Browser type and browser version, operating system, date and time of server request, number of visits, URLs requested, transferred data volumes, previously visited website, IP address

2 Data Controller
The controller (hereinafter also “we” or “us”) for your personal data processed is:
Continental Aktiengesellschaft
Continental-Plaza 1, D-30175 Hanover, Germany
E-mail: mail_service@conti.de

3 Data Protection Inquiries / Data Protection Officer
If you have any questions about data protection or data security, you can contact our Data Protection Officer by writing to Continental AG, Continental-Plaza 1, D-30175 Hanover, Germany, or by sending an e-mail to dataprotection@conti.de.

4 Purposes and Legal Bases for Processing Your Personal Data
4.1 Participation in the Annual Shareholders’ Meeting
The purposes pursued through data processing when you register for the Annual Shareholders’ Meeting as a guest and/or shareholder and/or proxy holder, or register a proxy and/or authorize a proxy to exercise your voting rights, are explained below:

<table>
<thead>
<tr>
<th>Processing purpose</th>
<th>Type of data</th>
<th>Legal basis</th>
<th>Expected storage period</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sending of the invitation to the Annual Shareholders’ Meeting</td>
<td>Master data</td>
<td>Art. 6 (1) sentence 1 (c) GDPR in conjunction with (in conj. w/) Sections 118 ff., 121 ff., 129 ff., 133 ff. of the German Stock Corporation Act (Aktiengesetz – AktG) in conj. w/ Section 17 (1) the Articles of Incorporation of Continental AG Art. 6 (1) sentence 1 (f) GDPR</td>
<td>Art. 17 (3) b) GDPR in conj. w/ Section 134 (3), sentence 5 AktG (3 years) Art. 17 (3) b) GDPR in conj. w/ Section 147 (3) of the German Fiscal Code (AO) (10 years) Art. 17 (3) b) GDPR in conj. w/ Section 157 of the German Commercial Code (Handelsgesetzbuch – HGB) (6-10 years)</td>
</tr>
<tr>
<td>Registration of the shareholder(s) or proxy(ies)</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (c) GDPR in conj. w/ Sections 118 ff., 121 ff., 129 ff., 133 ff. AktG in conj. w/ Section 18 (1) the Articles of Incorporation of Continental AG Art. 6 (1) sentence 1 (f) GDPR</td>
<td>Art. 17 (3) b) GDPR in conj. w/ Section 134 (3), sentence 5 AktG (3 years) Art. 17 (3) b) GDPR in conj. w/ Section 147 (3) of the German Fiscal Code (AO) (10 years) Art. 17 (3) b) GDPR in conj. w/ Section 157 of the German Commercial Code (HGB) (6-10 years)</td>
</tr>
<tr>
<td>Participation in the Annual Shareholders’ Meeting</td>
<td>Master data</td>
<td>Art. 6 (1) sentence 1 (c) GDPR in conj. w/ Sections 118 ff., 121 ff., 129 ff., 133 ff. AktG in conj. w/ Section 17 (1) the Articles of Incorporation of Continental AG Art. 6 (1) sentence 1 (f) GDPR</td>
<td>Art. 17 (3) b) GDPR in conj. w/ Section 134 (3), sentence 5 AktG (3 years) Art. 17 (3) b) GDPR in conj. w/ Section 147 (3) of the German Fiscal Code (AO) (10 years) Art. 17 (3) b) GDPR in conj. w/ Section 157 of the German Commercial Code (HGB) (6-10 years)</td>
</tr>
<tr>
<td>Nominations</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR Art. 6 (1) sentence 1 (c) GDPR in conj. w/ Sections 118 ff., 121 ff., 129 ff., 133 ff. AktG, in conj.</td>
<td>Art. 17 (3) b) GDPR in conj. w/ Section 134 (3), sentence 5 AktG (3 years)</td>
</tr>
<tr>
<td>Topic</td>
<td>Data Types</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>-------------------------------</td>
<td>------------------------------------------------</td>
<td>------------------------------------------------</td>
<td>------------------------------------------------</td>
</tr>
<tr>
<td>Elections</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Questions, requests for</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>information, motions</td>
<td></td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Speeches</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Replies</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Resolutions</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (a) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Livestream of speeches</td>
<td>Master data, content data</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
<tr>
<td>Creation of the list of</td>
<td>Master data</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
<td>Art. 6 (1) sentence 1 (c) GDPR</td>
</tr>
</tbody>
</table>
4.2 Viewing of the Livestream of the Annual Shareholders’ Meeting

<table>
<thead>
<tr>
<th>Processing purpose</th>
<th>Type of data</th>
<th>Legal basis</th>
<th>Expected storage period</th>
</tr>
</thead>
<tbody>
<tr>
<td>Opening the livestream of the Annual Shareholders’ Meeting</td>
<td>Connection data</td>
<td>Art. 6 (1) sentence 1 (f) GDPR</td>
<td>Immediate erasure according to Art. 17 (1) GDPR</td>
</tr>
</tbody>
</table>

4.3 Recipients of Personal Data

During the above-mentioned data processing, we transfer data in part to the following service providers:

<table>
<thead>
<tr>
<th>Service providers and other recipients</th>
<th>Address</th>
</tr>
</thead>
<tbody>
<tr>
<td>Computershare Deutschland GmbH &amp; Co. KG,</td>
<td>Elsenheimerstraße 61, 80687 Munich, Germany</td>
</tr>
<tr>
<td>GAHRENS+BATTERMANN GmbH &amp; Co. KG</td>
<td>Lustheide 77, 51427 Bergisch Gladbach, Germany</td>
</tr>
<tr>
<td>Public authorities and responsible supervisory authorities</td>
<td>e.g. tax authorities, state data protection authorities</td>
</tr>
</tbody>
</table>

The service providers process your data as our contracted processors on the basis of a corresponding data processing contract. Insofar as the service providers are located outside the European Economic Area, the transfer takes place on the basis of the standard contractual clauses provided by the EU Commission and further technical and organizational measures to safeguard the security of your data.

4.4 Deletion of Your Personal Data

Your personal data will only be processed for the duration of the processing purposes specified in Section 4. In addition, however, there are further retention obligations or legal bases that make processing necessary for a longer period of time.

4.5 Legal Retention Periods

Your personal data will be stored if required by legal retention periods, in particular within the scope of the retention periods pursuant to Section 147 of the German Fiscal Code (Abgabenordnung – AO) and within the scope of Section 257 HGB, which provides for a corresponding retention period of six or ten years. Please refer to the tables above for detailed information.

4.6 Statutes of Limitations

Your personal data may also be stored to preserve evidence for the assertion of or defense against legal claims under the statutes of limitation. According to Sections 195 et seq. of the German Civil Code (BGB), these statutes of limitation can be up to 30 years, with the regular statute of limitation being three years. The regular limitation period begins at the end of the year in which the claim arose and the creditor became aware of the circumstances giving rise to the claim and of the identity of the liable party, or should have become aware of them in the absence gross negligence. Legal basis: Art. 6 (1) sentence 1 (f) GDPR (legitimate interest: assertion, exercise or defense of or against legal claim(s)).

5 General Recipients

Your personal data may also be transferred to the following categories of recipients:

- Lawyers and courts in the event of legal disputes.

6 Your Rights in Relation to Your Personal Data

The GDPR grants you various rights with regard to your personal data, which are described in brief below.
- **Right of access**

You can request information about whether your personal data is being processed. If this is the case, you can request further information, in particular on the purposes of the processing, the categories of personal data processed, the recipients, the storage period or, if this is not possible, the criteria for determining the period, as well as further information.

You can request a copy of your personal data, which will be provided to you following receipt of a request to this effect by email in a common electronic format, provided that this does not affect the rights or freedoms of other persons. For this purpose, please specify precisely which data you require.

- **Right to rectification**

You can immediately request the correction of incorrect personal data pertaining to your person as well as the completion of incomplete personal data.

- **Right to erasure**

You have the right to request the erasure of your personal data, in particular if the data is no longer necessary for the purposes for which it was processed. Your data will be deleted immediately unless an exception applies, in which case your data may continue to be stored. This is the case, for example, if there is an obligation to store pertinent data for tax or commercial law reasons. In this case, processing will be restricted and will then only take place for that purpose.

- **Right to restriction**

You may request the restriction of processing of your personal data, in particular if:

- you contest the accuracy of the data and the data is being verified;
- the processing is unlawful and you object to the erasure;
- the data is no longer required, but you need it for the assertion, exercise or defense of legal claims, or
- you have objected to processing.

In the event that processing is restricted, your personal data may in principle only be stored; specifically, it may only be processed with your consent or for the assertion or exercise of as well as for the defense against legal claims.

- **Right to data portability**

You may request to receive the personal data concerning you that you have provided in a structured, commonly used and machine-readable format so that you can transmit it to another controller. You also have the right to have this data transmitted directly to another controller. However, the prerequisite for this right is that the processing of your data is based on consent, the implementation of pre-contractual measures or the performance of a contract.

- **Right to object**

You may object to the processing of personal data pertaining to you if the processing is based on a legitimate interest (Art. 6 (1) sentence 1 (f) GDPR). The data will then no longer be processed unless compelling reasons are provided for such processing.

- **Revocation of consent to data processing**

If you have consented to processing of your personal data, you can withdraw this consent at any time. Any processing that has taken place up to the time of revocation remains unaffected.

- **Assertion of your rights**

If you wish to exercise the rights described above, please contact our Data Protection Officer (Section 3).

- **Right of appeal to a data protection authority**
You have a right of appeal to a supervisory authority.

The supervisory authority responsible for Continental AG is:

Die Landesbeauftragte für den Datenschutz Niedersachsen
Prinzenstraße 5
30159 Hannover

(The State Representative for Data Protection in Lower Saxony
Prinzenstraße 5
30159 Hanover, Germany)

If you have any questions or complaints, please first contact us directly (see Section 3) – we are confident that your concern can be resolved to your satisfaction.

7 Necessity to Provide Your Personal Data

You are neither legally nor contractually obligated to provide us with personal data. To the extent that our website or the social media channels used by us require the provision of personal data, this is necessary in order to provide you with these services. Insofar as the provision of personal data beyond this purpose is not mandatory and you choose not provide it, we cannot supply any separate or individual information to you (e.g. we cannot answer or process any request or complaint you may have sent to us or send you a newsletter).

8 Transfer of Your Personal Data to Third Countries

Your personal data is processed on servers within the scope of GDPR (in the EU / EEA). It will in principle not be transferred to third countries, unless explicitly stated otherwise in this Data Protection Information.
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